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B.TECH. COMPUTER
SCIENCE AND
ENGINEERING

PROGRAM OBJECTIVES

PO1: Engineering Knowledge: Apply knowledge of mathematics, natural science,
computing, engineering fundamentals and an engineering specialization as specified
in WK1 to WK4 respectively to develop to the solution of complex engineering
problems.

PO2: Problem Analysis: Identify, formulate, review research literature and analyze
complex engineering problems reaching substantiated conclusions with consideration
for sustainable development. (WK1 to WK4)

PO3: Design/Development of Solutions: Design creative solutions for complex
engineering problems and design/develop systems/components/processes to meet
identified needs with consideration for the public health and safety, whole-life cost,
net zero carbon, culture, society and environment as required. (WK5)

PO4: Conduct Investigations of Complex Problems: Conduct investigations of
complex engineering problems using research-based knowledge including design of
experiments, modelling, analysis & interpretation of data to provide valid conclusions.
(WK8).

PO5: Engineering Tool Usage: Create, select and apply appropriate techniques,
resources and modern engineering & IT tools, including prediction and modelling
recognizing their limitations to solve complex engineering problems. (WK2 and WK®6)

POG6: The Engineer and The World: Analyze and evaluate societal and environmental
aspects while solving complex engineering problems for its impact on sustainability
with reference to economy, health, safety, legal framework, culture and environment.
(WK1, WK5, and WK7).
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PO7: Ethics: Apply ethical principles and commit to professional ethics, human
values, diversity and inclusion; adhere to national & international laws. (WK9)

PO8: Individual and Collaborative Team work: Function effectively as an individual,
and as a member or leader in diverse/multi-disciplinary teams.

PO9: Communication: Communicate effectively and inclusively within the engineering
community and society at large, such as being able to comprehend and write
effective reports and design documentation, make effective presentations considering
cultural, language, and learning differences

PO10: Project Management and Finance: Apply knowledge and understanding of
engineering management principles and economic decision-making and apply these
to one’s own work, as a member and leader in a team, and to manage projects and in
multidisciplinary environments.

PO11: Life-Long Learning: Recognize the need for, and have the preparation and
ability for i) independent and life-long learning ii) adaptability to new and emerging
technologies and iii) critical thinking in the broadest context of technological change.
(WKS8)
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FIRST SEMESTER

S. Course Contact Hours _
o Catsgor Course Code |Course Title L| T | P |Total credis
1 | HSMC | 21B11HS111 |English 21010 2 2
2 | HSMC | 21B17HS171 |English Lab 00| 2 2 1
3 BSC | 24B11MA111 |Engineering Mathematics -1 3110 4 4
4 | BSC | 18B11PH111 |Engineering Physics-I 31110 4 4
5| BSC | 18B17PH171 |Engineering Physics Lab-I 0/0] 2 2 1
6 ESC | 24B11CI111 |Problem Solving and Programming 3/01]0 3 3
7 ESC | 24B17CI171 |Problem Solving and Programming Lab 00| 2 2 1
8 ESC | 18B17GE171 |Workshop Practices OR 0[0]3 3 15
9 | ESC | 18B17GE173 |Engineering Graphics 0,03
10| PR 24B19CI191 | Project-l 0| 0|2 2 1
11| MNC | 18B17GE172 |UHV-I Mandatory Induction Program 2 Weeks 0
Total 24 18.5
SECOND SEMESTER
S. Course Contact Hours
No Categor| Course Course Title 111 e otal Credits
y Code
1 | HSMC |23B11HS211 |UHV II: Understanding Harmony 21110 3 3
2 | BSC |24B11MA211 |Engineering Mathematics -II 31110 4 4
3 BSC |18B11PH211 |Engineering Physics-II 31010 3 3
4 BSC |18B17PH271 |Engineering Physics Lab - I 0|02 2 1
5 | ESC |24B11EC211 |Basic Electrical Engineering 31110 4 4
6 ESC |24B17EC271 |Basic Electrical Engineering Lab 0|02 2 1
7 ESC | 24B11CI211 |Data Structures and Algorithms 31010 3 3
8 | ESC | 18B17CI271 |Data Structures and Algorithms Lab 0|04 4 2
9 | ESC |[18B17GE171 |Workshop Practices OR 0|03
10| ESC |18B17GE173|Engineering Graphics 0|03 ’ 1
11 PR | 24B19CI291 |Project-Il 0|02 2 1
121 MNC |23B11HS212 E{Bf[e)?%onal Communication Practice ol1lo 1 0
Total 31 23.5
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THIRD SEMESTER

S Course Contact Hours
N ' Credits
0. Category | Course Code |Course Title L|T/|P |Total
1 BSC |25B11MA314 Math.ematlcal Foundatlor)s for Artificial 31110/l 4 4
Intelligence and Data Science
2 PCC | 25B11CI315 | Theory of Computation 0| 3 3
PCC | 18B11CI311 Object Orit_anted Systems and 3 0 3
Programming
4 PCC 18B17CI371 Object Orlgnted Systems and ololal a >
Programming Lab
5 PCC | 25B11CI313 |Database Management Systems 3/]0[0] 3 3
6 PCC | 25B17CI373 |Database Management Systems Lab 0|0 |2] 2 1
7 PCC | 25B17CI375 |Unix Programming Lab 1102 3 2
8 PCC | 25B17CI376 |Object Oriented Programming usingJava | 0 | 0 | 2 | 2 1
9 HSC |25B11HS311 |Economics 211/10] 3 3
10| PRC | 25B19CI391 |Summer Training-l (4 weeks)* ojo0|0] O 2
11 PCC | 25B17CI379 |Competitive Programming-I 0|]0|2] 2 1
Total 29 25
Specialization in Cyber Security (CS)
121 pcc | 24B11C1312 Informat@on and Cyber Security 3lolol 3 3
Foundations
131 Pcc | 24B17CI372 Informat!on and Cyber Security ololal 2 1
Foundations - Lab
Total 34 29
FOURTH SEMESTER
S. Course Contact Hours Credit
redits
No. Category| Course Code Course Title L|T| P |Total
1 HSC HSS Elective — 1 21110 3 3
2 | Pcc | 25B11CI411 gig“a'.sy?‘tems and Computer 3/o0lo| 3| 3
rganisation
PCC | 25B17CI471 DlgltaI.Syg,tems and Computer olol2] 2 1
Organisation Lab
3 PCC | 25B11Cl412 |Design and Analysis of Algorithms 3|10 4 4
4 PCC 25B17CIl472 |Design and Analysis of Algorithms Lab 002 2 1
5 pcc | 25B11C1413 f\rtlflc!al Intelligence and Machine 3lolol 3 3
earning
6 pcc | 25B17C1473 Art|f|C|_aI Intelligence and Machine ololal 2 1
Learning Lab
7 PCC 25B11Cl414 |Software Engineering 3/0(0] 3 3
8 PCC 25B17CIl476 |Competitive Programming-I| 002 2 1
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9 PEC Discipline Elective — 1 21010 2 2
10| PEC Discipline Elective — 1 Lab 0|02 2 1
11| OMC |25B11GE411 |Environmental Studies 31010 3 %ﬂi
Total 31 23
Specialization in Cyber Security (CS)
121 pcc 24B11C1411 ﬁggig:h:)nr;[:”igence: Recent Trends and 310 lol 3 3
13 PCC 24B17CI471 ﬁgg:gzii:)nrfsll_l?_earéce. Recent Trends and ol o 2| 2 1
Total 36 27
FIFTH SEMESTER
l\?é S Course . Contact HOl:lrr;a Credit
y Course Code Course Title LIT|P| S
1 PCC Operating Systems 31001 3 3
2 | PCC Operating Systems Lab 002 2 1
3| PCC Computer Networks 3110 4 4
4 | PCC Computer Networks Lab 0(0|2]| 2 1
5| PCC Full Stack Development Lab 0|02 2 1
6 PEC Discipline Elective — 2 2100 2 2
7 PEC Discipline Elective — 2 Lab 0|02 2 1
8 PEC Discipline Elective — 3 2100 2 2
9 PEC Discipline Elective — 3 Lab 0|02 2 1
10| BSC Science Elective 31001 3 3
111 omc E:(i)ex:e%c;réstitution & Traditional 3lolol 3 C};ﬁ]hg
12| PRC Summer Training-Il (6 weeks) * 0 0| O 2
13| PCC Competitive Programming-Il 0|02 2 1
14| HSC Logical and Quantitative Techniques-I 2,010 2 2
Total 31 24
Specialization in Cyber Security (CS)
15| PCC | 25B11CI513 |Cloud computing and Security 3|1 0103 3
16 | PCC | 25B17CI573 | Cloud computing and Security Lab 0| 0 |2]2 1
Total 36 28
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SIXTH SEMESTER

S Course Contact Hours
N ' Credits
0. Category | Course Code Course Title L|T/|P|Total
1 PCC Web Technology 31010 3 3
2 PCC Web Technology Lab 0|02 2 1
3 PCC Advapced Data Structures and 30010 3 3
Algorithms
Advanced Data Structures and
4 PCC Algorithms Lab 01072 2 1
Distributed and Cloud Computing
5 PCC OR 3/]010| 3 3
Information Security and Cryptography
6 PEC Discipline Elective — 4 31010 3 3
7 PEC Discipline Elective — 5 31010 3 3
8 OEC Open Elective — 1 2100 2 2
9 Value Selected Value-Added Course 21 0|0| 2 | Audit
Added
10| HSC Soft Skills for Employability 0|02 2 1
11 PRC Minor Project 0|04 4 2
12| HSC Logical and Quantitative Techniques-ll 2100 2 2
Total 31 24
Specialization in Cyber Security (CS)
13| PCC | 25B1WCI644 |Network Security and Cryptography 3] 0 |0 3 3
14 | PCC |25B1WCI645 |Digital Forensics 3] 010 3 3
Total 37 30
SEVENTH SEMESTER
S Course Contact Hours
N ' Credits
0.|Category | Course Code Course Title L|T]| P |Total
1 PEC Discipline Elective — 6 31010 3 3
2 OEC Open Elective — 2 31010 3 3
3 PRC Major Project Part — 1 o000 8 4
4 PRC Summer Training - Il (6 weeks) * 0O|0j0| O 4
Total 14 14
EIGHTH SEMESTER
S Course Contact Hours
N ' Credits
0.|Category | Course Code Course Title T | P |Total
1 PEC Discipline Elective —7 o0 3 3
2 OEC Open Elective -3 3100 3 3
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PRC

Major Project Part —2 0

16

Total

22

14

*To be completed during the summer vacation.

Total Program Credits: 18.5+23.5+29+27+28+30+ 14 + 14 =184

Bucket Wise Tentative List of Discipline Electives (To be updated time to time)

Discipline Elective — 1 and Discipline Elective — 1 Lab (offered in 4" Semester)

Course Code

Course Title

Total

Credits

25B1WCl431

Data Analytics using R and Python

Mobile Application Development

25B1WCl433

Fundamentals of Smart Systems and loT

Introduction to Compiler Design

25B1WCl471

Data Analytics using R and Python Lab

Mobile Application Development Lab

25B1WCI473

Fundamentals of Smart Systems and loT Lab

ooxlovcn-hcpm—\g_m

Introduction to Compiler Design Lab

OIO|IOC|O|ININININ| ™

oOo|lolojlojlojojo|o| H

NIN|IN|INO|O|O|O| T

NININININININ

Al alalINdDININ

Discipline Elective — 2 and Discipline Elective — 2 Lab (offered in 5" Semester)

Course Code

Course Title

Total

Credits

Fundamentals of Soft Computing

N

N

Fundamentals of Computer and Cyber Security

Data Mining and Data Warehousing

Agile Software Development Process

loT Analytics

Fundamentals of Soft Computing Lab

Fundamentals of Computer and Cyber Security Lab

Data Mining and Data Warehousing Lab

@oo&mcn-hwl\)—\g_m

Agile Software Development Process Lab

-
o

loT Analytics Lab

O|IO|IOIOC|IOININININ|IN| ™

oO|lolojlojlojlojlojojo|o| H

NININININ|O|jlO|O|OC|O| T

NININININININ|IN|IN

AlaAalalalalNNDINDINDID

Discipline Elective — 3 and Discipline Elective — 3 Lab (offered in 5" Semester)

S.

No.

Course Code

Course Title

Total

Credits

Image Processing and Computer Vision

Introduction to Blockchain Technology

Computing for Data Science

Sensor Technology & Android Programming

Concept of Graph Theory

Image Processing and Computer Vision Lab

N|o|la|lb~hlWIN|I=-

Introduction to Blockchain Technology Lab

O|IO|IN|INININ|IN| ™

o|jo|lo|lo|lo|jlo|o| H

NIN|OlO|lO|lO|O| T

NINININININ

=1 =2 ININININ
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8 Computing for Data Science Lab 01012 2 1
9 Sensor Technology & Android Programming Lab 01012 2 1
10 Concept of Graph Theory Lab 0(0|2| 2 1
Discipline Elective — 4 (offered in 6™ Semester)
NSo. Course Code Course Title L | T | P |Total|Credits
1 |18B12CS428 | Introduction to Deep Learning 3/0]0]| 3 3
2 |22B12CS419| Cryptocurrency Technologies 3/0]0]| 3 3
3 | 16B1NCI648 | Information Retrieval and Semantic Web 3/0|0] 3 3
4 |22B12CS422 | Cloud Computing Essentials: Azure and AWS 3/0]0]| 3 3
Discipline Elective — 5 (offered in 6™ Semester)
NSc; Course Code Course Title L | T | P |Total|Credits
1 |21B12CS417 |Machine Learning and Big Data 3/0/0]| 3 3
2 |21B12CS415 | Secure Design of Software Systems 3/0|0]| 3 3
3 |21B12CS413 |Fog and Edge Computing 3/0|0]| 3 3
Discipline Elective — 6 (offered in 7" Semester)
NSO' Course Code Course Title L | T | P |Total|Credits
1 | 17B1NCI731 [Machine Learning and Natural Language Processing 3/0]0]| 3 3
2 |21B12CS418 | Ethical Hacking & Prevention 3/0[{0]| 3 3
3 [21B12CS314 |Introduction to Large Scale Database Systems 3/0[0]| 3 3
4 |19B12CS427 |Introduction to DevOps 3/0[0] 3 3
5 122B12CS411 |Industrial Automation and IOT 3/0[{0]| 3 3
Discipline Elective — 7 (offered in 8" Semester)
NSo. Course Code Course Title L | T | P |Total|Credits
1 |22B12CS415| Al for Healthcare & Smart Systems 3/0]0]| 2 3
2 |22B12CS412 | Digital Forensics and Cyber Laws 3/0]0]| 2 3
3 | 15B1NCI732 | Social Network Analysis 3/0]0]| 2 3
4 |229B12CS420 Software Construction using Kubernetics and Micro- 3lolol 3 3

services
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